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Indian banks’ rush for clients 
set for reckoning post Paytm
The central bank may get tougher before governor Shaktikanta Das steps down this year

RBI governor Shaktikanta Das has repeatedly warned about the need to 
strengthen risk management in banks and shadow lenders. REUTERS
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F rom hiring analysts, to 
scrutinising customer 
data, to holding frequent 

meetings with executives, 
India’s financial regulator is 
bolstering oversight of fintech 
firms in a signal of an end to 
years of light-handed regula-
tion of a key business sector.

Those steps from the 
Reserve Bank of India (RBI) 
come after regular inspections 
over the past year found a 
number of fintech firms have 
been lax in following, for 
example, customer due dili-
gence, five persons with 
knowledge of the matter said.

Fintech firms and their 
investors were given a fore-
taste of that stricter approach 
last month when the central 
bank ordered sector giant 
Paytm to wind down its bank-
ing unit due to, what it termed, 
persistent non-compliance 
with regulations. 

That directive, which 
stirred disquiet in the sector, 
was followed by a separate 
order this month to Visa ask-
ing it to stop business-to-busi-
ness card payments through 
third party fintech firms.

The RBI’s moves come as 
financial regulators in other 
major markets, including in 
China, crack down on rule vio-
lations and frame new regula-
tions for the fintech sector 
after having taken a laissez-
faire approach for a long time.

Globally, fintech firms pro-
vide a range of services—from 
payments to small credit and 
deposits—and as their eco-
nomic influence increases, 
regulators are sharpening 
scrutiny of their linkages with 
the broader financial system.

Like in India, nimble-footed 
fintech firms’ customer due 
diligence and data handling 
processes have also raised 
concerns for the central banks 
and regulators globally as they 

RBI bolsters fintech scrutiny 
with more inspections

RBI has ordered Paytm Payments Bank to wind down due to, 
what it termed, persistent non-compliance with regulations. MINT
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For Indian regulators seeking to 
crack down on potential fraud 
in the financial sector, Paytm 
may just be the beginning.

India stunned investors last 
month by abruptly suspending most 
activities of the banking affiliate of 
Paytm, a once high-flying fintech star 
that had attracted backing from Warren 
Buffett and SoftBank Group Corp. 
While the Paytm case was an extreme 
example of lapses in customer verifica-
tion—it allegedly used a single identity 
document to open thousands of 
accounts—the crackdown signals grow-
ing impatience from authorities.

Hardly a day passes when a bank or 
fintech firm isn’t fined for failing to 
properly vet its customers, ensnaring 
top lenders from State Bank of India to 
Citigroup Inc. Fed up with the persistent 
shortcomings, the Reserve Bank of India 
is likely to get even tougher before gov-
ernor Shaktikanta Das steps down this 
year.

“RBI has enough tools and a penalty is 
just the beginning,” said Prakash Agar-
wal, founder of Gefion Capital Advisors. 
He said the fines serve as a “symbolic 
warning for more dire measures to 
come, such as a sledgehammer action 
taken against Paytm bank.”

Regulatory concerns are rising as 
lenders rush to open more accounts 
and mop up deposits to meet the 
soaring demand for loans in the fast-
est-growing major economy. Most 
banks typically outsource the last 
mile of customer verification to 
third-party firms or so-called run-
ners, and leakages occur at many points 
in that largely paper process, according 
to Ashok Hariharan, chief executive offi-
cer of IDfy, which provides client vetting 
services to banks and fintechs firms in 
India. 

While big banks can do more, it’s a 
challenge dealing with firms that don’t 

have strict fraud and risk teams, he said.
RBI governor Das has repeatedly 

warned about the need to strengthen 
risk management in banks and shadow 
lenders. Even though bad debts are at a 
more than decade low, these lapses in 
customer verification have been among 
major concerns for the central bank.

“The interest of depositors and cus-
tomers is of prime importance,” Das said 
in a post-monetary policy briefing this 
month. “Financial stability is of prime 
importance.”

While Indian banks have boosted 
spending on technology to detect 
potential money laundering and pre-

vent fraud, the cases are rising. The 
number of reported frauds of more than 
₹100,000 ($1,205) rose 68% to more 
than 14,000 from April to September 
last year, almost triple the rate for the 
previous six-month period, according to 
an RBI report. The sharpest increase of 
fraud cases was in credit cards, online 

transactions and deposits, the data 
show. 

RBI, which can levy a maximum pen-
alty of ₹5 crore for violations, imposed 
fines of ₹4 crore in the fiscal year that 
ended in March, down from ₹65.03 
crore the prior year. Still, in the current 
fiscal year, the frequency of such fines 

has increased sharply, as can be parsed 
from the central bank’s website. 

“RBI getting stricter on KYC is the 
right thing to do, and people are going to 
get serious about it now,” said IDfy’s 
Hariharan. “In many instances, there is 
a frivolous attitude toward KYC.” 

Customer data in the country has 
been misused, according to Hariharan. 
In a typical set-up, fraudsters pay run-
ners who collect so-called Know-Your-
Customer documents for bank custom-
ers and offer them as little as ₹500 for 
the data, he said. This allows fraudsters 
to operate multiple bank accounts from 
the identity theft, and they collect 
money in these accounts by duping cus-
tomers largely through phishing calls, 
he added. In addition to its crackdown 
on banks, RBI ordered Visa Inc. this 
month to immediately stop a payments 
service where cards were used to trans-
act with merchants who weren’t allowed 
to accept such payments.

Yet no recent case has drawn as much 
attention as Paytm, controlled by bil-
lionaire Vijay Shekhar Sharma. The firm 
burst onto India’s equity markets in 
2021 with a $2.5 billion initial public 
offering, the largest ever in the country 
and attracted a who’s who of global 
investors. Masayoshi Son’s SoftBank 
was on board, as was China fintech giant 
Ant Group Co. and the Canada Pension 

Plan Investment Board.
Its affiliate company, which takes 

deposits and offers payment servi-
ces much like PayPal Holdings Inc., 
has been in the regulator’s cross-
hairs. On 31 January, RBI barred 
Paytm Payments Bank Ltd from 
accepting fresh credits in its cus-
tomer accounts or mobile wallets 

after 29 February. Bloomberg News has 
reported that hundreds of thousands of 
customers didn’t submit their KYC doc-
umentation.  The RBI move sent Paytm 
stock tumbling. Regulators last week 
extended that deadline to 15 March, and 
Paytm is in talks with other banks to 
clear merchant payments.

leaky process
rEgulatory 
concerns are rising 
as lenders rush to  
mop up deposits to 
meet loan demand 

Typically, most 
banks outsource the 
last mile of customer 
verification to third-
party firms 

Leakages happen 
during verification 
processes at many 
points in it are largely 
still not digital

Though bad loans 
are at a record low, 
the lapses in process 
of verification is a big 
worry for RBI

try to tamp down on monop-
oly, data privacy, money laun-
dering and spillover risk. 

“The RBI is very clear, 
whether you are “fin(ancial) or 
tech or fintech”, basic rules 
governing customer identifi-
cation and a clear footprint of 
fund flows have to be fol-
lowed,” said one of the persons 
familiar with the central 
bank’s thinking. 

All the persons declined to 
be named as they were not 
authorised to speak to the 
media. 

A spokesper-
son for the RBI 
did not respond 
to an email seek-
ing details of its 
interactions with 
fintech firms.

In particular, 
the central bank 
is uneasy with the 
digital customer 
identification process used by 
fintech firms, which relies on a 
government identity proof, 
called Aadhaar, and a linked 
mobile number to verify a per-
son’s identity. 

This method is widely used 
by fintech firms as a faster and 
cheaper way to do due dili-
gence, but it is also prone to 
manipulation, which raises 
fraud or money laundering 
concerns, said the second per-
son.

While the RBI has not pro-

hibited the use of this method 
of verification, it has asked that 
digitally verified accounts be 
tagged as “high risk” till the 
time physical or video-call 
based identification is com-
pleted, according to central 
bank’s regulations on cus-
tomer due diligence. 

As part of its sharpened 
oversight, RBI officials have 
been picking out random sam-
ples of a fintech firm’s user 
base during frequent onsite 
inspections to check for 
authenticity, founders at two 

fintech firms said.
Frequency of 

such meetings 
has increased 
from once a quar-
ter last year to 
once a month 
now, one of the 
founders said.

Separately, the 
RBI is also invest-

ing in better technology to 
catch regulatory violations 
and hiring analysts to study 
millions of customers’ per-
sonal data held by the fintech 
firms, the second source said.

India’s finance ministry will 
hold meetings with the home-
grown fintech startups, some 
of them backed by marquee 
global investors, next week to 
urge them to comply with reg-
ulations and hear their con-
cerns, Reuters reported on 
Tuesday.

The RBI’s moves 
come as financial 

regulators in 
other markets, 

including China, 
crack down on 
rule violations
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